RESOLUTION NO. 22-8725

A RESOLUTION OF THE PLUMAS COUNTY BOARD OF SUPERVISORS AUTHORIZING
THE PLUMAS COUNTY SHERIFF TO (1) CONTRACT WITH BUREAU OF JUSTICE
ASSISTANCE UNDER AGREEMENT NUMBER 29338479, (2) EXECUTE SMALL RURAL AND
TRIBAL BODY-WORN CAMERA POLICY AND IMPLEMENTATION PROGRAM
AGREEMENTS, AND (3) AMEND THE AGREEMENT AS REQUIRED.

WHEREAS, the County of Plumas and the Bureau of Justice Assistance desire to contract under
agreement number 29338479, and,

WHEREAS, the Bureau of Justice Assistance will provide $40,179.00 for Plumas County in
accordance with Small Rural and Tribal Law Enforcement Agency Body-Worn Camera Policy
and Implementation; and,

WHEREAS, the Bureau of Justice Assistance requires the Board of Supervisors to adopt a
resolution authorizing a single Contractor to sign the aforementioned agreement; and,

WHEREAS, the need to have Body-Worn Cameras policy and program implantation is critical
to provide officers with guidelines on how and when to use body-worn cameras that will assist
in criminal investigations and prosecutions as well as civil litigation and public transparency,
and it is to the County’s benefit to authorize the Plumas County Sheriff to take such actions
without delay.

NOW, THEREFORE BE IT RESOLVED that the Board of Supervisors of the County of Plumas,
State of California:

1. Authorizes the Plumas County Sheriff to accept and bind the County to any and all
agreements and amendments relating to Agreement Number 29338479 to a maximum amount
of $40,179.00 (Forty Thousand, On Hundred and Seventy-Nine Dollars and Zero cents) for the
life of the agreement which terminates on December 31°, 2024.

2. Authorizes the Plumas County Sheriff to execute any and all Agreements and other
documentation necessary to apply for and accept the agreement, subject to approval as to
form by the Plumas County Counsel

BE IT FURTHER RESOLVED, that the authority granted above does not affect the need to
comply with the Plumas County Purchasing Policy with respect to the Agreement.

I hereby certify the foregoing resolution was introduced and read at the regular meeting of the
County Board of Supervisors of the County of Plumas on the 16th day of August, 2022, and the
resolution was duly adopted at said meeting by the following vote:
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evin Goss, Chair
Plumas County Board of Supervisors

s

} eidi’White, Clerk of the Board of Supervisors
County of Plumas, State of California

Approyed as to forms “““=%
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] County Counsel
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Supporting Small, Rural, and Tribal Law Enforcement Agency
Body-Worn Camera Policy and Implementation Program

SUBAWARD (“MICRO-GRANT”) AGREEMENT BETWEEN
Plumas County Sheriff's Office
And

COPY

e SUBAWARD INFORMATION i
Name: Plumas County Sheriff's Office
Address: 1400 E MAIN ST

QUINCY, CA
95971
Award Number 29338479
Federal Identification Number 94-6000528
Micro-grantee DUNS/UEI 136165549 /| KKF4R058DB89
Program Period: Start Date - End Date 01/01/2022-12/31/2024
Total Amount of the Federal Award $40,179.00
Match Amount $ 40,179.00

By signing this document, you agree to accept and comply with the award requirements including award conditions,
assurances and certifications that were presented within the application portal and the associated attachments, as well as
any additional requirements or conditions imposed subsequent to the program start date of this award by DOJ, OJP or
JSS on Plumas County Sheriff's Office. These conditions apply during the project period. These requirements encompass
financial, administrative, and programmatic matters, including specific restrictions on use of funds in the approved budget.
In addition to the specified award conditions, the micro-grantee also agrees to abide by the general Federal award
conditions accepted by the prime award agency, Justice & Security Strategies, Inc. which can be found at the following
link: https://www.srtbwc.com/wp-content/upIoads/2022/03/8RT—BWC-Micro—Grantee—Award—SpeciaI-Conditions.pdf.

Should Plumas County Sheriff's Office accept the award and then fail to comply with an award requirement, JSS, on
behalf of DOJ, will pursue appropriate remedies for non-compliance, which may include termination of the award and/or a

requirement to repay award funds.

AGENCY APPROVAL SUBRECIPIENT ACCEPTANCE
Dr. Shellie Solomon, CEO, Justice & Security Strategies, Inc. Typed Name and Title of Authorized Subrecipient Official
1835 E Hallandale Beach Bivd #387, Hallandale Beach, FL 33009
info@srtbwe.com, 888-235-0565

Signature of Approving Official Signature of Authorized Subrecipient Official

Date: Date:

Federal Award Number: 2020-BC-BX-K001, October 1, 2020, C.F.D.A. No: 16.835. Federal Award Project Description: The Fiscal Year 2020 Supporting Small
and Rural Agency Body-Worn Camera Palicy and Implementation Program (SRA-BWC) will provide funding and program development support to small and rural agencies that intend to initiate expanded
body-worn camera programs. The provider will be responsible for designing and administering a competitive funding solicitation that distributes micro~grants to qualified small and rural agencies to
implement a body-wom camera program. They will also identify the needs of micro-grantee agencies and deliver standard and customized training and technical assistance (TTA) to those agencies. This
is not a research and development grant.

_BX-K001 awarded by the Bureau of Justice Assistance. The Bureau of Justice Assistance is a component of the Department of Justice’s Office of
of Justice Statistics, the National Institute of Justice, the Office of Juvenile Justice and, Dehmauen? Prevention, the QffjgexéVictims of Crime, and the

ppm ag OFNAS Depanignt of Justice.

This project was supported by Grant No. 2020-BC
Justice Programs, which also includes the Bureau
SMART Office. Points of view or opinions in this document are those of the author and do not necessarily represent th
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Body-worn Camera (“BWC”) Policy Review Required in Order to Receive Funding: Micro-grantee is required to
successfully demonstrate that they have developed BWC policies that are purposeful, comprehensive, and

deliberately designed and acceptable to DOJ’s Office of Justice Programs (OJP) and JSS. All funding except 10% of
the total award amount under this micro-grant will be held until Micro-grantee’s BWC policy is approved in writing by

JSS.
a) If Micro-grantee already developed a BWC policy, JSS must review and approve the policy, and Micro-

grantee’s executive officers must certify that their policy was developed in a comprehensive, deliberate,
and planned manner, and is consistent with relevant state laws; or

b) If Micro-grantee has not yet developed a BWC policy, Micro-grantee must develop a BWC policy as a
condition of this micro-grant. Micro-grantee must work with JSS to ensure that policy development is

purposeful, comprehensive and deliberate.

Monthly Reporting Required: In order to be eligible for reimbursement under this micro-grant, Micro-grantee will be
required to submit monthly reports, as well as a final report after the project end date, through the online micro-grant
portal no later than dates to be specified by JSS. These reports will require submission of both financial and
programmatic information. Micro-grantee must collect and maintain data concerning the work performed under this
micro-grant in a manner and timeframes specified by JSS. The financial and programmatic data elements, outputs
and outcomes will be outlined by JSS in the online micro-grant portal for this program.

Budget and spending restrictions: In addition to all restrictions in funding previously communicated to Micro-
grantee, specified in the solicitation or budget submission form for this micro-grant, outlined in the special conditions
below, or specified in applicable federal law and regulations, Micro-grantee may not use funds from this micro-grant

to pay for:
a) Costs associated conferences, including but not limited to costs for hosting, developing, sponsoring, or

attending conferences. Important note: Conferences are defined by DOJ to mean “a meeting, retreat, seminar,
symposium, workshop or event whose primary purpose is the dissemination of technical information beyond the

non-Federal entity."

b) Data storage costs. However, BJA and JSS recognize that BWC systems are often bundled or sold as
software-as-a-service (SaaS) with no line-item distinction of data storage costs; therefore, procurements
with bundled costs (specifically no line-item storage costs) are permissible for reimbursement, and the agency

will not be asked to break out the costs.

c) Costs associated with a website, including software development, updating, programming, design, or otherwise
any website-related expense.

d) Any consultant rate in excess of $650 per day unless approved in writing by JSS prior to expenditure.

Audit and monitoring:

a) Should Micro-grantee’s audit, if applicable, under Part 2 CFR 200 or related regulations contain findings related
to this micro-grant, Micro-grantee understands all payments under this micro-grant may stop
until those findings are resolved in a manner approved by JSS.

b) Micro-grantee agrees to comply with all micro-grant monitoring guidelines, protocols, and procedures, and
to cooperate with JSS and BJA (including its Office of the CFO) on all grant and program monitoring requests,

including
i. Requests related to desk reviews, enhanced programmatic desk reviews, and/or site visits.

ii. Providing all documentation requested or otherwise necessary to complete monitoring tasks, by the
deadlines set by JSS or BJA.
Failure to cooperate with BJA's or JSS’s grant monitoring activities may result in sanctions affecting Micro-

grantee’s DOJ awards, including, but not limited to: withholdings and/or other restrictions on access to this or
other grant funds; termination of this or other grant awards, referral to the Office of the Inspector General for audit

review; designation of Micro-grantee as a DOJ High Risk grantee.
Close-out: Micro-grantee will comply with all close-out procedures provided by JSS and submit its final report no

later than the date specified by JSS during close-out.
1



DocuSign Envelope ID: B1D2DB6D-F4AD-4560-A7B4-835556FEB1E2

Attachment B: Award Specific Requirements

=

Because your organization's funding (referred to below as a “subgrant” or “micro-grant”) utilizes OJP funds, DOJ requires
your organization to comply with certain federal legal requirements in addition to the requirements of your Micro-grant

Agreement with JSS. These additional requirements are:

1)

Federal rules that apply to this Subgrant: Micro-grantee is required to comply with the federal rules governing the
financial management of federal grants like this Subgrant. These rules are called the Uniform Guidance and can be
found at 2 CFR 200. The Uniform Guidance contains requirements about how an organization may spend federal
funds, the tracking of receipt and spending of federal funds, and other financial requirements.

For additional details about these requirements, see the OJP website at
https://ojp.gov/funding/Part200UniformRequirements.htm.

If you have a question or believe there is a conflict between any documents JSS provides you and the Uniform
Guidance, contact JSS immediately for clarification.

DOJ Grants Financial Guide: Micro-grantee agrees to comply with the requirements of the DOJ Grants Financial
Guide and any updates made to this document, which is located at:

https://www.ojp.goV/sites/g/files/xyckuh241 /files/media/document/DOJ FinancialGuide 1.pdf.

Record retention and access: All micro-grantee records of any kind that relate to this Subgrant must be kept by
your organization for 3 years from the date you submit your final report at the end of the Subgrant. Micro-grantee
records that relate to this Subgrant means any document, record, or data or any kind whatsoever concerning this
Subgrant. This includes but is not limited to: agreements, contracts, purchase orders, receipts, reports, financial

documents, computer data, personnel files, and any other paper or document related to this Subgrant in any way.

Also, your organization must provide access to these records to JSS, OJP and other federal inspectors and
agencies. For more details about this requirement, please see 2 C.F.R. 200.333. The records you must provide
access to include performance measurement information about this Subgrant.

If micro-grantee is eligible and elects to use an indirect cost rate as described in 2 C.F.R. 200.414(f), micro-grantee
must advise JSS in writing that it is eligible and elects to use an indirect cost rate. Micro-grantee must comply with all
requirements of 2 CFR Part 200 concerning indirect cost rates. The “de minimis” rate may be applied only to
modified total direct costs (MTDC) as defined by the Part 200 Uniform Requirements.

Requirement to report potentially duplicative funding: If micro-grantee currently has other active federal grants,
or if micro-grantee receives any other award of federal funds during the period of performance for this micro-grant,
micro-grantee promptly must determine whether funds from any of those other federal awards have been, are being,
or are to be used (in whole or in part) for one or more of the identical cost items for which funds are provided under
this award. If so, micro-grantee must promptly notify the DOJ awarding agency (OJP or OVW, as appropriate) and
JSS in writing of the potential duplication, and, if so requested by the DOJ awarding agency or JSS, must seek a
grant adjustment modification to eliminate any inappropriate duplication of funding.

Requirement to report breach of confidential information: Personally Identifiable Information (Pll) is information
that can be used, by itself or together with other information, to identify someone. The full definition can be found at
2 CFR 200.79. Micro-grantee must have procedures to respond if there is an actual or imminent "breach” of PIl if

micro-grantee either

a) creates, collects, uses, processes, stores, maintains, disseminates, discloses, or disposes of Pll within the
scope of an OJP grant-funded program or activity, or

b) uses or operates a "Federal information system," which typically is a database that a federal agency uses.

As a law enforcement agency, micro-grantee's organization collects and maintains Pll. Therefore, micro-grantee
must have written procedures on how micro-grantee will respond if there is an actual or imminent breach of PII.

A breach of Pll, as defined in OMB M-17-12, means: The loss of control, compromise, unauthorized disclosure,
unauthorized acquisition, or any similar occurrence where (1) a person other than an authorized user accesses or
potentially accesses Pll or (2) an authorized user accesses or potentially accesses PIl for an other than authorized

purpose.
2
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Micro-grantee’s procedures required by this section must include a requirement to report an actual or imminent
breach to JSS within 12 hours of when it occurs. This is required so that JSS can report the breach to OJP within 24
hours as legally required by OJP. Micro-grantee must contact JSS immediately using the method specified by JSS
and no later than 12 hours if a breach of Pl occurs or is about to occur to make sure this gets reported to OJP within

24 hours as required.

6) Subgrants: Micro-grantee is not permitted to award subgrants—also referred to as subawards—with the funds from
this Subgrant unless you have written approval from JSS in advance of issuing the subaward.

7)  Procurement rule—cannot discriminate against associates of the federal government: When buying any
goods or services with funds from this micro-grant (this is known as a “procurement transaction”), micro-grantee
must not discriminate against any person or business because of their status as an “associate of the federal
government” (or because a person or entity is affiliated or owned by such an associate). A person or entity is an
“associate of the federal government” if they are engaged or employed (in the past or at present) by or on behalf of
the federal government-as an employee, contractor or subcontractor (at any tier), grant recipient or -subrecipient (at
any tier), agent, or otherwise-in undertaking any work, project, or activity for or on behalf of (or in providing goods or
services to or on behalf of) the federal government, and includes any applicant for such employment or engagement,
and any person or entity committed by legal instrument to undertake any such work, project, or activity (or to provide
such goods or services) in future,

8) Human trafficking: Micro-grantee must comply with all U.S. Department of Justice requirements related to
trafficking in persons. This includes, but is not limited to, the requirement micro-grantee and its employees must not

engage in:
a) Severe forms of trafficking in persons
b) Procurement of a commercial sex act
c) Use of forced labor in the performance of the Subgrant

d) Acts that directly support or advance trafficking in persons.

Examples are included in Section B at this website: hitps.//ojp.ao

Micro-grantee’s full obligations related to prohibited conduct in trafficking in persons can be found at that link above
and are incorporated here with this reference. Micro-grantee’s micro-grant can be terminated immediately for
violation of these requirements.

9) Rules for trainings developed with funds from this micro-grant: Any training materials micro-grantee develops
or delivers with funds from this micro-grant must comply with the Department of Justice QJP training requirements.

These requirements include that:
a) Trainers comply with the law and cannot discriminate.

b) The content of the training and the materials must be accurate, relevant, useful and well-matched to the
purpose of the training.

c) Trainers must be well-qualified in the subject area.
d) Trainers must demonstrate highest standards of professionalism.

Details about these requirements can be found here:

it y
i f

10) Compliance with DOJ Regulations pertaining to civil rights and nondiscrimination: Equal Employment
Opportunity: Micro-grantee must uphold all requirements for an equal employment opportunity organization. This
means it must comply with all applicable requirements of 28 CFR Part 42, relating to civil rights and
nondiscrimination and includes the requirements for equal employment opportunity programs provided in 28 CFR 42
Subpart E if Micro-grantee is required to have such a program.
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Civil Rights: Nondiscrimination on basis of religion: Micro-grantee must comply with all applicable requirements of
28 CFR 38 regarding nondiscrimination on the basis of religion or religious beliefs.

Prohibition on using Subgrant funds for lobbying or influencing government officials: Micro-grantee may not
use any of the funds from this Subgrant for lobbying, whether directly or indirectly. L.obbying means supporting or
opposing the enactment, repeal, modification or adoption of any taw, regulation or policy at any level of government,
See 18 USC 1913 for additional details.

Also, Micro-grantee may not use any of the funds from this Subgrant to pay any person to influence or attempt to
influence any federal agency, member of Congress or any of their employees concerning a federa! grant, contract, or
any other federal award. There are exceptions, including an exception for tribal organizations. See 31 USC 1352 for

details.

Contact JSS immediately if you have any questions about this section or whether a specific situation falls within
these rules.

Duty to report fraud, waste, abuse, and misconduct: Micro-grantee must promptly report to the DOJ Office of the
Inspector General (OIG) any credible evidence that any person (whether they work for your arganization or not) has
(1) submitted a claim that violates the False Claims Act; or (2) committed a criminal or civil violation of laws of fraud,
conflict of interest, bribery, gratuity, or similar misconduct, in connection with funds under this award.

You can report potential fraud, waste, abuse, or misconduct involving or relating to these Subgrant funds by: (1)
online submission accessible via the OIG webpage at hilp iustice.gov/holl sotact-grant v (select
“Submit Report Online”); (2) mail directed to: U.S. Department of Justice, Office of the Inspector General,
Investigations Division, ATTN: Micro-grantee Reporting, 950 Pennsylvania Ave., NW, Washington, DC 20530;
and/or (3) by facsimile directed to the DOJ OIG Investigations Division (Attn: Micro-grantee Reporting) at (202) 616-
9881 (fax). Additional information is available from the DOJ OIG website at 11 1

uee . di
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No restriction on reporting fraud, waste or abuse permitted: Micro-grantee may not require any employee or
contractor to sign a confidentiality agreement that restricts or bans reporting of waste, fraud or abuse to a federal
agency. This does not apply to the federal Standard Forms 312 or 4414 regarding not disclosing certain classified or

sensitive information.

If JSS learns that micro-grantee is requiring agreements or statements from its employees or contractors that restrict
or prohibit reporting of fraud, waste, abuse or misconduct, JSS is required by law to stop all payments under this
micro-grant to micro-grantee.

No retaliation for reporting gross mismanagement of federal funds: Micro-grantee may not retaliate against an
employee for the employee’s disclosure of information related to gross mismanagement of a federal grant, a gross
waste of federal funds, an abuse of authority relating to a federal grant, a substantial and specific danger to public
health or safety, or a violation of law, rule, or regulation related to a federal grant. This requires that Micro-grantee

comply with applicable provisions of 41 USC 4712,

Encouragement to ban text messaging while driving: Micro-grantee is encouraged to adopt and enforce policies
banning employees from text messaging while driving and to establish policies and educate its employees to
decrease crashes caused by distracted drivers.

Requirements if designated “high risk” by a federal agency: If micro-grantee is designated "high risk” by a
federal grant-making agency other than DOJ, currently or at any time during the course of this micro-grant, micro-
grantee must disclose this and any other information requested immediately to JSS at the contact information
provided by JSS and to OJP by email at OJF Complianceepc hoip.usdoloov. “High risk” includes any status
under which a federal awarding agency provides additional oversight due to micro-grantee’s past performance, or
other programmatic or financial concerns with the micro-grantee. Micro-grantee’s disclosure must include the
following: 1. The federal awarding agency that designates micro-grantee high risk, 2. The date micro-grantee was
designated high risk, 3. The high-risk point of contact at that federal awarding agency {name, phone number, and
email address), and 4. The reasons for the high-risk status, as set out by the federal awarding agency. Micro-
grantee agrees to comply with all additional requirements imposed by OJP or JSS if micro-grantee is desighated as

high risk by DOJ or any other federal agency.

Copyright and data rights: Micro-grantee acknowledges that OJP has a royalty-free, non-exclusive, and
irrevocable license to reproduce, publish, or otherwise use for Federal purposes: (1) any copyrighted work

4
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developed under this Subgrant; and (2) any rights of copyright to which Micro-grantee purchased with Subgrant
funds.

Micro-grantee acknowledges that OJP has the right to (1) obtain, reproduce, publish, or otherwise use the data first
produced under this Subgrant; and (2) authorize others to receive, reproduce, publish, or otherwise use this data for

Federal purposes.

If Micro-grantee refuses to accept terms affording the Government such rights, JSS is required to report this to OJP
and not proceed with an agreement with Micro-grantee.

Micro-grantee integrity and performance matters: Requirement to report information on certain civil, criminal, and
administrative proceedings to SAM and FAPIIS.

Micro-grantee must comply with all applicable requirements regarding reporting of information on civil, criminal, and
administrative proceedings connected with either this micro-grant or any other grant, cooperative agreement, or

procurement contract from the federal government.

If the total value of micro-grantee’s currently active grants, cooperative agreements, and procurement contracts from
all Federal awarding agencies exceeds $10,000,000 for any period of time during the period of performance of this
Federal award, then during that period of time, micro-grantee must maintain the currency of information reported to
the System for Award Management (SAM) that is made avallable in the Federal Awardee Performance and Integrity
Information System (FAPIS) about civil, criminal, or administrative proceedings described in this special condition.

The details of recipient obligations regarding the required reporting (and updating) of information on certain civil,
criminal, and administrative proceedings to the federal designated integrity and performance system (currently,
“FAPIIS”) within SAM are posted on the OJP web site at [itps:/o) funding/FAPES him (Award condition:
Recipient Integrity and Performance Matters, including Recipient Reporting to FAPIIS), and are incorporated by

reference here.




